
Ordu Üniversitesi E-posta Hesaplarında  

İki Adımlı Doğrulama Yöntemi 

 

Hesaplarınızda güvenlik sebebiyle iki adımlı doğrulama yöntemini aktif etmenizi tavsiye 

etmekteyiz. 2 adımlı doğrulama yöntemini aşağıdaki adımları izleyerek aktif edip, 

kullanabilirsiniz. 

 

1) E-posta sistemine girdikten sonra menü sekmelerindeki “Tercihler” sekmesine tıklayınız. 

 

 

 

 

 

 

 

 

 



2) Tercihler sekmesine tıkladıktan sonra sol tarafta yer alan alt menüden “Hesaplar” sekmesine 

tıklayınız. Hemen sağ tarafına açılacak olan Hesaplar menüsünde “Ana Hesap Ayarları” 

başlığı altında Hesap Güvenliği ile yer alan alt bölümde “İki faktörlü kimlik doğrulamayı 

kurun” ifadesine tıklayınız. 

 

 
 
3) Gelen pencerede “Kurulumu Başlat” kutucuğuna tıklayınız. 

 

 



4) Sonrasında e-posta hesabınızın 

şifresini girerek “Sonraki” butonu 

ile devam ediniz. 

 

 

 

 

 

 

 

 

 

 

 

5) Sonrasında 2 faktörlü kimlik 

doğrulama işlemi için uygun olan 

uygulamalara dair listenin olduğu 

bir sayfa açılmaktadır.  

Google Authenticator, Microsoft 

Authenticator, Authy, FreeOTP, 

Yubico ve Oracle Mobile 

Authenticator uygulamalarından 

birisini telefonunuza indirerek 

bağlantıya devam edebilirsiniz. 

Mevcut örnekte Microsoft 

Authenticator uygulaması ile 

anlatım sağlanacaktır.  

 



 

6) Ekrana gelen QR kodu Microsoft 

Authenticator Uygulamasında sağ alt 

köşede bulunan QR kod işaretine 

tıklayıp okutabilirsiniz.  

 

 

 

 

 

 

 

 

 

7) Tıkladıktan sonra kameranız ile QR kodu taratabilirsiniz veya alt kısımda bulunan “Enter 

code manually” kısmına tıklayıp QR kodun üzerindeki “İstendiğinde şu anahtarı girin” 

ifadeli değeri girebilirsiniz. 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 



8) QR kodu tarattıktan sonra veya kodu girdikten sonra Authenticator uygulamasında e-posta 

hesabınız eklenmiş olacaktır. Hesabınız eklendikten sonra E-posta iki faktörlü kurulum 

ekranındaki QR kodlu pencereye “Sonraki” diyerek devam edebilirsiniz.  

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

 

 

 

 

 

 

 

ODU 
deneme@odu.edu.tr 



9) Son olarak ekrana gelen “Güvenli Kod” için Microsoft Authenticator uygulamasında 

eklenen hesabınızın üzerine tıkladığınızda geçici süreyle oluşturulan kodu buraya giriniz 

ve “Sonraki” diyerek devam edebilirsiniz.  

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

10)  Başarılı yazısını gördükten sonra “Son” 

diyerek işlemi tamamlayabilirsiniz.  
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İki Adımlı Doğrulama Yöntemi Tamamlandıktan Sonra E-posta 

Hesabına Giriş 

 

1) E-posta kullanıcı adınızı ve 

şifresini posta.odu.edu.tr adresi 

üzerinden giriniz ve “Oturum 

Aç” deyiniz. 

 

 

 

 

 

 

 

 

2) Kullandığınız Authenticator 

uygulamasından hesabınıza ait 

üretilen geçici kodu aşağıda 

gelen ekrana giriniz ve 

“Doğrula”  deyiniz. Aynı 

zamanda burada “Bu cihaza her 

zaman güven” derseniz daha 

sonrasında bu cihaz için güvenli 

kod oluşturmanıza gerek 

kalmadan direkt olarak 

kullanıcı adı ve şifrenizle 

girmeye devam edebilirsiniz. 

Bu uygulamayı sadece 

güvendiğiniz kendinize ait 

cihazlarda işaretleyiniz. 



 

3) Güvendiğiniz cihazları, e-postanızda oturum açtıktan sonra “Tercihler” sekmesinden 

“Hesaplar” diyerek “Ana Hesap Ayarları” altında “Güvenilen Aygıtlar” kısmından 

düzenleyebilirsiniz.  

 

 

 

 

 

 

 

 

 

 

 

 

 

 



 

İki Adımlı Doğrulama Yöntemiyle Outlook Benzeri Uygulamalarda 

Oturum Açma 

 

1) İki adımlı doğrulama aktifken IMAP, POP3, SMTP entegrasyonlarıyla diğer 

uygulamalarda oturum sağlamak için “Tercihler” sekmesinden “Hesaplar” diyerek “ 

Ana Hesap Ayarları” başlığı altında “Uygulamalar” kısmından “Uygulama Kodu Ekle” 

diyebilirsiniz. 

 

2) Sonrasında açılan pencerede uygulamanız için uygun adı girip “Sonraki” diyebilirsiniz. 

 



3) Sonrasında ekrana gelen “Uygulama Geçiş Kodu” nu uygulamanızda şifre olarak 

yazarsanız entegrasyon sağlanmış olup başarıyla oturum açabilirsiniz. 

 

4) Eklediğiniz uygulamaları tekrar aynı menü altında görüntüleyebilir ve düzenleyebilirsiniz. 

 

 

 

 


